Record Keeping
Aim:
To identify good practice in recording, sharing, storing and accessing information in a social care setting.
Objectives

Describe the care workers responsibilities in handling of information.

Describe how to maintain records.

Identify the legal requirements when dealing with records.
What is record keeping.

- Documentation.
- Writing notes.
- Passing on information verbally.
- Receiving information.
- Understanding where information needs to be stored in a care setting.
Records

- Care plans.
- Incident forms.
- Mar charts.
- Food and fluid charts
- Turning charts.
- Risk assessments.
- Continence records.
- Body maps.
Why do you need to record in a health and social care setting

- It is a legal requirement.
- If there are any changes in care or condition.
- Audit trail for CQC.
- Ensures consistency.
- Promotes accountability.
- Risk management.
- Person centred approaches.
Why do you need to record in a health and social care setting.

You must record all your actions, to demonstrate an audit trail of care and service delivery.

Anything of a serious nature, such as diseases, serious injury or death.
How to maintain records

• Good practice in health and social care settings relies on multidisciplinary teamwork.

• To ensure that the team is able to support people efficiently and effectively, it needs up-to-date, complete, accurate and legible records.

• Records must be completed in a timely fashion, and include facts rather than opinions.

• Staff must have time to complete records clearly so no mistakes are made and information is not missed.
How to maintain records.

- Written in a way that can be understood, no jargon, clear handwriting.
- Recognising the difference between fact and opinion.
- Written as soon after the event as possible.
- Unbiased language.
- Precise, relevant, signed and dated.
- Kept confidential.
Regulation 17


To meet this regulation; providers must have effective governance, including assurance and auditing systems or processes.
Key principles of the General Data Protection Regulations 2018.

• The Data Protection Act 1998 ceased to exist in May 2018, we now have the General Data Protection Regulations, these came in to force in May 2018,

The key principles of GDPR:
• Processing should be lawful, fair and transparent - individuals/data subjects must be clear on what personal data you are processing and why.
Key principles of the General Data Protection Regulations  2018.

• Personal data shall be collected for specified, explicit and legitimate purposes

• If you wish to use personal data for another purpose you will need additional consent/grounds for processing.

• Personal data must be adequate, relevant and limited to what is necessary – care providers should only have access to relevant health and medical records.
Key principles of the General Data Protection Regulations 2018.

• Personal data shall be accurate and kept up to date - out of date or inaccurate information should be deleted/removed and under regular review.

• Personal data shall be kept for no longer than is necessary - personal data no longer needed should be destroyed. (You must still comply with statutory requirements to keep documents for their relevant retention period.)
Key principles of the general Data Protection Regulations 2018.

• There must be appropriate security in place in respect of the personal data - security measures are needed to prevent unauthorised processing or destruction and all staff must know the steps to protect the data.

• Personal data includes but is not limited to any information that can identify an individual, email addresses, telephone numbers, HR records, DBS information, medical records, photos, ID numbers and home addresses.
Legal document.

- There are legal issues relating to record keeping.
- You are responsible for what you write down.
- Anything that you write could become a public record.
- You could be formally asked to explain your records in the event of an incident or complaint.
- Under the GDPR 2018, individuals have the right to see what has been recorded about them.
Confidentiality

• Confidentiality in Health and Social care refers to all personal and sensitive information about a person. This could be either written or verbal.

• This can be achieved by speaking in private, ensuring files are stored in a locked cupboard. Any files held on computer will need to be password protected and all information can only be accessed by authorised personnel.

• You may have to disclose information if an individual or others are at risk or abuse is suspected or reported. This is on a ‘need to know’ basis.
Confidentiality

- Writing records in private.
- Files are labelled as confidential.
- Shredding information when it is not needed.
- Using passwords on the computer.
- Using locked cabinets.
- Checking the identity of the person that would like to access the information.
- Files and records not left lying around.
Further research

http://www.mimslearning.co.uk/good-record-keeping/activity/4668/
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Any other Questions?
IPS International

Your local training provider for:
Apprenticeships:
• Level 2 Adult Care Worker
• Level 3 Lead Adult Care Worker
• Level 4 Lead Practitioner in Adult Care
• Level 5 Leader in Adult Care

Bespoke Training designed and delivered for your organisation, covering a range of topics, including support with the Care Certificate, EOL, Medication Awareness, Dementia, Activity provision, Learning disabilities, Mental Health, Safeguarding, common health conditions

Please call us to discuss your requirements further
Contact IPS International

To talk to IPS about Apprenticeships or other training please:

Call us - 01304 228180

Email us - HSCSupport@ips-international.com

Visit us – Unit C, The Old Boiler House, Menzies Road, Dover, CT16 2HQ

We look forward to hearing from you